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1 Introduction

We are happy to introduce Acronis Backup 12 — the world’s fastest backup solution that protects all
your data on-premises, in remote systems, in private and public clouds, and on mobile devices.

This document will help you evaluate Acronis Backup 12 and see how it can protect your business-
critical systems from data loss and disasters.

Expectations
For testing Acronis Backup 12, it is expected that you:

= Know basic principles, processes, and terminology of backup solutions.
®  Possess necessary experience and knowledge in installing and managing backup software.

= Are capable of using virtual machines (VM).

Precautions

= Acronis Backup 12 is not designed to be installed along with any other Acronis Backup software,
such as Acronis Backup Advanced or Acronis True Image.

= Acronis Backup 12 will automatically upgrade your existing installation of Acronis Backup 11.7 or
11.5.

= We would not recommend testing Acronis Backup 12 on your production servers, desktops, or
work laptops right away. Testing in a controlled environment will allow you to evaluate the
software without taking any unnecessary risks.

Evaluation

Acronis Backup 12 supports a wide range of data protection scenarios. Feel free to perform any
scenario, test any available feature and option. In this document, you can find sample scenarios that
will give you a quick overview of the product capabilities.

Support

If you face any issues during your evaluation, there are multiple ways for you to find help:

= Check out Acronis Backup 12 Online Help: http://dl.managed-
protection.com/u/backup/help/12/user/en-US/index.htmI#36537.html

®  Find the solution in the Acronis Knowledge Base: http://kb.acronis.com/

= Contact Acronis Support: http://www.acronis.com/en-us/support/

= Ask the community on the Acronis Forum: https://forum.acronis.com/forums/acronis-business-
products-discussions/acronis-backup-12

References

Latest updates and release notes: http://www.acronis.com/en-us/support/updates/

Datasheet: http://www.acronis.com/en-us/resource-center/resource/acronis-backup-datasheet
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2 What's new in version 12

Only Acronis Backup 12

Converges cloud and on-premise data protection of small and medium businesses, backing up all
individual workloads of your IT environment through a unified web console.

Includes Acronis Instant Restore, which allows you to reduce RTO to seconds by running any
physical or virtual Windows or Linux system backup as VMware or Hyper-V VM.

Backs up on-premise physical and virtual systems, as well as Azure VMs and Amazon EC2
instances, for complete protection of your entire IT infrastructure.

Protects VMware ESXi hosts (not just VMSs) and recovers them to dissimilar hardware, for
complete protection of your VMware vSphere infrastructure.

Protects every user by backing up Windows PCs and tablets, Mac computers, iPads, iPhones, and
any Android devices.

Allows you to retain complete control over the location of your data, systems, and backups; thus
ensuring that you always know where your company data is, even in the cloud.

Key features

Unified web console

— Simplify administration and reduce IT workload

— Deploy in the cloud for easy implementation or on-premises for complete control
Centralized management

— Manage all physical, virtual, and cloud machines by using the unified web-based
management console

(Unique) Cloud workload backup
— Protect Microsoft Azure VM and Amazon EC2 instances
VMware vSphere and Microsoft Hyper-V backup
— Protect market-leading virtualization technologies
Application backup and recovery
— Microsoft Exchange
— Microsoft SQL
— Microsoft SharePoint
— Microsoft Active Directory
Mac OS X backup
— Protect all user endpoints
i0S and Android devices backup
— Protect all user devices
(Unique) Acronis Instant Restore
—Run backup as a VM
— RTOs of seconds, with no data movement required
— Any virtual or physical system
VM replication
—VMware to VMware
— Easy failover, failback, and replica sandbox testing



— WAN optimization included
vmFlashback
— CBT-based incremental restore of VMs
— Quick RTOs, recovering only the data that has changed since the last backup
—VMware and Hyper-V
(Unique) VMware ESXi host bare-metal recovery

— Protect your entire infrastructure, including VMware hosts and configurations

Getting Acronis Backup 12

Go to the Acronis Backup 12 web page: http://www.acronis.com/en-us/business/backup.

Click Try now.

premises, in remote locations, in private and public

World's easiest and fastest backup of all your data on-
clouds, and on mobile devices

Explore all licensing options
Fast - Achieve RTOs of 15 seconds or less, 2X faster than the closest competitor* Prices start from $2.47/month

Easy - Install in 3 clicks

Complete - Protect VMware, Hyper-V, Azure, Amazon and 11 more platforms

Safe - Choose one of 4 encryption standards “

Modern - World's first backup for Windows Server 2016, including Hyper-V RCT
Log in to your Acronis account. If you do not have an account, click Sign up, create an account,
and activate it via the email message you will receive.

After logging in to the account, you will see the web page where you can choose between on-
premise and cloud deployment.

Acronis Backup Trial license ¥ Buy now
Cloud On-Premises

+ Back up your physical and cloud servers, virtual hosts, + Back up your physical and cloud servers, virtual hosts,

workstations, and Windows Server Essentials workstations, and Windows Server Essentials

« Start quickly with no on-premise console installation « Stay in control with on-premise installation

« Protect remote users without VPNs « Protect sensitive systems

« Deploy agents and back up both locally and fo the cloud « Comply with regulatory requirements and corporate rules

« Deploy agents and back up both locally and to the cloud

@ Get started with cloud console @ Get started with on-premise console
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4 On-premise vs. cloud deployment

The on-premise deployment implies that all Acronis Backup 12 components, including the
management server, are installed locally in your environment (test lab). Therefore, there is no
requirement for an Internet connection.

The cloud deployment implies that you manage backups through the Acronis-hosted web portal. The
protected devices (physical or virtual machines, mobile devices) have corresponding backup agents
installed and connected to the cloud over the Internet. Installation of the management server is not
required.

Prerequisites for testing an on-premise deployment

To install Acronis Backup Management Server, you need a physical or virtual machine running
Windows Server 2008 or later.

®  The machine must have a minimum 4 GB of RAM and 5 GB of free space on the system volume.
= We recommend that you have no Acronis backup software installed on this machine.

®  You can use various virtualization software to run the virtual machine: VMware, Virtual PC, and
so on. In Windows 8.x or 10 Enterprise, you can enable the Hyper-V role and use a Hyper-V
virtual machine for testing.

Prerequisites for testing a cloud deployment

A stable Internet connection for every physical machine or virtualization host that you want to back
up.

Common prerequisites

To store backups, you need a network shared folder with at least 30 GB of free space.

= Share this folder for read/write for Everyone by using Windows file sharing (the SMB protocol).
®  Ensure that this folder can be accessed from the machines that you will back up.

To learn more about the on-premise and cloud deployments, refer to: http://dl.managed-
protection.com/u/backup/help/12/user/en-US/index.html#36428.html.

Starting the evaluation

Having chosen the deployment method, check the prerequisites and start deployment as described
below.
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4.1 On-premise deployment

To proceed with the on-premise deployment
1. Click Get started with on-premise console.

2. Click Web installer for Windows or Windows 64-bit to download the setup program that
contains the management server.

Download Acronis Backup 12

'WEB INSTALLER FOR WINDOWS

Full installer downloads

Additional downloads

Not sure where to start?

4.1.1 Installing the management server

In this step, you will install the management server that will be a central point for managing your
backups. Also, you will start the trial period for the software, so that you can use the fully functional
product, without entering license keys.

1. Logon asan administrator and start the Acronis Backup setup program.

2. [Optional] To change the language the setup program is displayed in, click Setup language.

3. Accept the terms of the license agreement and select whether the machine will participate in the
Acronis Customer Experience Program (CEP).



4. Leave the default setting Install a backup agent and Acronis Backup Management Server.

- X
Acronis

Welcome to
Acronis Backup
Setup

1 a0 #® Install a backup agent and Acronis Backup Management Server
The management serer is required to corfigure and manage badiwps,

Install 2 backup agent
The backup agent mustbe registered on the management setwer.

Specify the management server name/IP

Customize installation settings

Create .mst and .msi files for unattended installation

Click Install Acronis Backup to proceed with the installation.

After the installation completes, click Close. The backup console will open in your default web
browser.

7. Login to the backup console.

Important Please remember that you are logging in to the system deployed on your premises. Do not try to
use your Acronis account to log in! Use a local or domain account with administrative privileges on the
machine where the management server is installed.

8. Click Start trial.

All devices 3 = o ®
Q K¢) Backup
Type Name Status 1 Last backup Next backup o3 oL
w <l> Recovery
VM AMS
66 Overvie
@ Activities
@ Alerts
® Delete
X




9. Specify your Acronis account, and then click Sign in. The trial period has started.

X Start trial

Please sign in to your Acronis account to get:

o Fully-functional product for the 30-day tnal period
o Free 30-day cloud backup subscription

o Free technical support

Enter email and password for your Acronis account

john.smith@mail.com

= |
SIGN IN

Forgot password? Create account

4.2 Cloud deployment

To proceed with the cloud deployment
1. Click Get started with cloud console or navigate directly to http://cloud.acronis.com.

2. If prompted, sign in with your Acronis account.

9 Copyright © Acronis International GmbH, 2002-2017
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5 Evaluation scenarios

5.1 Backup console views

The backup console has two views: a simple view and a table view. To switch between the views,
click the corresponding icon in the top right corner.

The simple view supports a small number of machines.

All devices Bl =l o ®

st1.localdomain ECH
- Status Last backup Next backup
Not protected Sep 22, 2016, 09:07 PM Sep 26, 2016, 08:00 PM
BACK UP NOW RECOVER
NEW_CT e

- Status Last backup Next backup
Not protected Sep 25, 2016, 09:00 PM Sep 26, 2016, 08:00 PM
BACK UP NOW + RECOVER

new-TEST e

- Status Last backup Nex
Not protected — —

The table view is enabled automatically when the number of machines becomes large.

. —
All devices m = ® ®
Q Search Ql} Backup
Type Name Status Last backup
@ (1} Recovery
st1.localdomain 0c Jun22 11:39 AM
Era Overview
B v Not protected Sep22 09:07 PM
-
B ewresT Not protected Sep25 09:00 PM © Activities
-
E test-01 Mot protected Never @
Alerts

Both views provide access to the same features and operations. This document describes access to
operations from the table view.

10 Copyright © Acronis International GmbH, 2002-2017



5.2 Windows: Backup and granular file recovery

In this scenario, you will install Agent for Windows, back up the entire machine running Windows to a
network share, and recover a file from this backup. Using a similar procedure, you can recover
volumes, disks, or the entire machine.

To download the setup program
Click All devices > Add > Windows.

1.

2.

[On-premise deployment only] Click Download.

X Add devices

WORKSTATIONS

T “
an «
windows Mac
SERVERS
1]
Ll
windows Linux
VIRTUALIZATION HOSTS
1]
-n
VMware ESXi Hyper-v
Choose this if you are running Microsoft database
applications on virtual machines. Application-aware
backup of virtual machines is included.

APPLICATIONS

X Add Windows machine

Specify @ machine running Windows:

Previous versions of Acronis Backup installed on this machine will
be upgraded

ADD

How to prepare a machine for remote installation

Instead of adding the machine via the web interface, you can
download and run the installer locally.

DOWNLOAD

Note In this window, you can add a machine by specifying its IP or name. In this case, Agent for Windows
will be installed on the machine automatically. Because this method requires preparatory steps, we will
describe manual installation, instead. Automatic installation is described at: http://dl.managed-

protection.com/u/backup/help/12/user/en-US/index.html#36533.html.

[On-premise deployment] To install Agent for Windows

1.
2.
3.

11

Log on as an administrator and start the Acronis Backup setup program.

[Optional] To change the language the setup program is displayed in, click Setup language.

Accept the terms of the license agreement and select whether the machine will participate in the

Acronis Customer Experience Program (CEP).

Copyright © Acronis International GmbH, 2002-2017
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4. Select Install a backup agent, and then specify the host name or IP address of the machine
where the management server is installed.

Acronis -
Welcome to
Acronis Backup
Setup
Install a backup agent and Acronis Backup Managerment Server
The management serder s required to corfigure and manage badips,
® Install a backup agent
The backup agent must be registered on the management serer,
trewin-2012|
Customize installation settings
Create .mst and .mi files for unattended installation
5. Click Install Acronis Backup to proceed with the installation.
6. After the installation completes, click Close.
[Cloud deployment] To install Agent for Windows
1. Ensure that the machine is connected to the Internet.
2. Logon as an administrator and start the setup program.
3. Click Install.
4. Specify the credentials of your Acronis account, and then click Sign in.
- X

Welcome to

Backup Agent

for Windows Sign in to the backup service
Setup

The machine will be regiztered in the backup service
under this account.

John.smith@mail.com

a—a—a—a—a—a—a—a—a—a—|

1want to back up

Show proxy settings

CAMNCEL

Customize installation settings

5. After the installation completes, click Close.



To back up your machine
1. Inthe backup console, select your machine, and then click Backup.

Q Search Q!f) Backup
Type Name Status 1 Last backu Next backu
yp! P P & .{B Recovery
Vi AMS ®) Not protected Never Not scheduled
E,-é Qverview
VM MyPC ® Not protected Never Not scheduled
® activities
@ Alerts
@ Delete

The software displays a new backup plan template.

New backup plan £ S8

WHAT TO BACK UP Entire machine +
APPLICATION BACKUP Disabled

WHERE TO BACK UP Specify

SCHEDULE Monday to Friday at 11:00 PM
HOW LONG TO KEEP Monthly: 6 months

Weekly: 4 weeks
Daily: 7 days

ENCRYPTION @) off @

13 Copyright © Acronis International GmbH, 2002-2017



2. Click Where to backup > Network folder, and then browse to the shared folder you created
earlier or enter its path. If prompted, specify the user name and password for the shared folder.
Click Done.

Cloud storage
Local folders

[] Network folder

3. Click Apply.
4. Click Run now.

The backup starts immediately. The backup progress is shown on the Activities tab.
5. Wait until the backup is complete.

To learn more about backup, refer to: http.//dl.managed-protection.com/u/backup/help/12/user/en-
US/index.htmI#37328.html.

To recover a file from a backup
1. Inthe backup console, select your machine, and then click Recovery.
2. Select the recovery point, and then click Recover files/folders.

storage: Wshare\folder More ways to recover...
1 backup  Delete all ')
Today, 07:38 PM ®
Backup plan: Entire machine to \\share\folder
Contents: Disk

RUN AS VM

Entire machine

Files/folders

3. Browse to the required file or use search to locate it. You can use one or more wildcard
characters (* and ?).
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4. Select the file that you want to recover.
5. Click Recover.
6. In Path, select Custom location.

X Recover files

RECOVERTO
MyPC

PATH

Original location

® Custom location

Browse...

START RECOVERY @ RECOVERY OPTIOMNS

Click Browse, and then specify a destination for the recovered files.
Click Start recovery.

9. Select one of the file overwriting options:
= QOverwrite existing files
= QOverwrite an existing file if it is older
= Do not overwrite existing files

10. Click Proceed to start the recovery.

The recovery progress is shown on the Activities tab.

To learn more about recovery, refer to: http://dl.managed-protection.com/u/backup/help/12/user/en-
US/index.htmI#36648.html.
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5.3 Mac: Backup and granular file recovery

In this scenario, you will install Agent for Mac, back up the entire Mac to a network share, and
recover a file from this backup.

To install Agent for Mac
1. Click All devices > Add > Mac. This will download the Agent for Mac setup program.

X Add devices

WORKSTATIONS

ul =
u
Windows Mac
SERVERS
ud
Ll |
Windows Linux
VIRTUALIZATION HOSTS
1]
=

VMware ESXi Hyper-

APPLICATIONS

2. Double-click the installation file (.dmg), and then wait while the operating system mounts the
installation disk image.

3. Inside the image, double-click Install.
[5) 2 Acronis Backup

Acronis Backup

A

Install Uninstall

4. If prompted, provide administrator credentials.



5. [On-premise deployment only] When prompted, specify the name or IP address of the machine
with the management server.

® Install Acronis Backup

Installing Acronis Backup
@ Introduction

© Destination Se"‘:
o Installation Tyj

Acronis Backup

Register the agent on the management
Specify the name or IP address of the machine with the
Summary management server. You can skip this step and register
your agent at a later time.

© Installation

Server: }I ams.machine.corp.acronis.com |

_Ske

—

6. [Cloud deployment only] Specify the credentials of your Acronis account.

* Install Agent for Mac ]

Installing Agent for Mac

® Intreductior P Backup Agent
© Destination
. Sign in to the backup service. The machine will be
* Instnfey registered in the service under this account.
@« Install
Summary

User name: myaccount@acronis.com

Password: [o-u-.ua.l |

—

7. Complete the installation procedure.
To back up your Mac

1. Inthe backup console, select your Mac.
2. Click Backup.

17 Copyright © Acronis International GmbH, 2002-2017



The software displays a new backup plan template.

New backup plan £
WHAT TO BACK UP

WHERE TO BACK UP
SCHEDULE

.
! I\'-\."-

. ™ ED
LAY LA O KEEP

LS wr L

ENCRYPTION

APPLY

Entire machine w

Monday to Friday at 11:00 PM

Monthly: 6 months
Weekly: 4 weeks
Daily: 7 days

@) off

CANCEL

3. Click Where to backup > Network folder, and then browse to the shared folder you created
earlier or enter its path. If prompted, specify the user name and password for the shared folder.

Click Done.

Cloud storage

Local folders

[J Network folder

\ishare\folder\

For example, \shost\folder, smb://host/folder

Browse

4. Click Apply.
5. Click Run now.

The backup starts immediately. The backup progress is shown on the Activities tab.

6. Wait until the backup is complete.

18
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To learn more about backup, refer to: http://dl.managed-protection.com/u/backup/help/12/user/en-
US/index.html#37328.html.

To recover a file from a backup
1. Inthe backup console, select your Mac, and then click Recovery.
2. Select the recovery point, and then click Recover files/folders.

Backup location: \Wwsharevfolder More ways to recover...
2 backups  Delete all £
® Today, 12:07 AM W
Backup plan: Entire machine to \W\sharevfolder
Contents: Disk
RECOVER FILES/FOLDERS | RUN AS VM ]

3. Browse to the required file or use search to locate it. You can use one or more wildcard
characters (* and ?).

Select the file that you want to recover.
Click Recover.
In Path, select Custom location.

X Recover files

RECOVER TO
MyMac

PATH

Original location

® Custom location

Browse...

START RECOVERY @ RECOVERY OPTIONS

7. Click Browse, and then specify a destination for the recovered files.
Click Start recovery.
Select one of the file overwriting options:
= QOverwrite existing files
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= Overwrite an existing file if it is older
= Do not overwrite existing files
10. Click Proceed to start the recovery.

The recovery progress is shown on the Activities tab.

To learn more about recovery, refer to: http://dl.managed-protection.com/u/backup/help/12/user/en-
US/index.html#36648.html.
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5.4 Mobile device: backup and recovery

In this scenario, you will install the backup app, back up the mobile device data, recover a contact,
and download a photo to a computer.

To get the backup app
1. On the mobile device, open a browser and go to https://backup.acronis.com/.
2. Sign in with your Acronis account.
3. Click All devices > Add.
4. Under Mobile devices, select the device type.
X Add devices
« [
Windows Mac
= a
" Iﬁl
1 | \Zy
Depending on the device type, you will be redirected to the App Store or to the Google Play
Store.
5. [Only oniOS devices] Click Get.
6. Click Install to install the backup app.

To start backing up an iOS device

1.
2.
3.

21

Open the backup app.
Sign in with your Acronis account.
Select the data categories that you want to back up. By default, all categories are selected.

Copyright © Acronis International GmbH, 2002-2017
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4. Tap Back up now.

senes = 2029 @ o senm:
— Data to back up
Contacts (]
Photos o
o Videos o
Calendars (]
Reminders (]

5. Allow the app access to your personal data. If you deny access to some data categories, they will
not be backed up.

The backup starts.

To start backing up an Android device
1. Open the backup app.
2. Sign in with your Acronis account.

3. [In Android 6.0 and later] Allow the app access to your personal data. If you deny access to some
data categories, they will not be backed up.
U = " mie4

Data to back up: Q

= Contacts
™ Photos
I3 videos

(3 calendars

Messages

< @] O



4. [Optional] Specify the data categories that you do not want to back up. To do this, tap the gear
icon, tap the sliders for the data categories to be excluded from backup, and then tap the back
arrow.

5. Tap Back up.

The backup starts.

Cancel
< @] O
To recover a contact

1. Open the backup app.



Swipe to the right, and then tap Access and Recovery.

Access and Recovery
£ Settings

Account

Support

Tap the device name.

J 08 ®: . Al RERE:

=  Access and Recovery

This device




4. Tap Contacts.

Nexus 5

2% | contacts >
I_E Photos >
I3 videos >
m Calendars b

Recover all

O

Notice the Recover all button. It is useful when you want to transfer all of the data to a new
mobile device.

5. Tap the contact that you want to recover.
J 08 ®: ¥ O m1827

<  Contacts Select

B [t=] BartSimpson

M | [t=] Mary-Ann Johnson




6. Tap Recover.

v m 1827

Mary-Ann John...

mary-ann.johnson@acronis.com
Other

+ Recover

Regardless of whether the original contact was stored in the internal storage of the device oron a
SIM card, the recovered contact will be placed to the internal storage.

To download a photo to a computer

1. Onthe computer, open the backup console.

2. Sign in with your Acronis account.

3. In All devices, click your mobile device name, and then click Recovery.

Acronis All devices Bl = 0

Q o {r) s

Type Name Account Status Last backup
5] Devices B ‘ & L overview

John P. smith (su@test... Dec20 05:31PM
All devices

test_euc

® Delete

BACKUPS

I
& ACTIVITIES

(@ AwerTs
8% SETTINGs

POWERED BY
ACRONIS ANYDATA ENGINE

@ asour

@




4. Select the recovery point, and then click Photos.

Acronis Nexus 5

:

2016 Type  Name
DECEMBER O videos
20 TUESDAY
05:31 PM Contacts
04:23 PM Calendars
18 SUNDAY, 05:17 AM
16 FRIDAY

15 THURSDAY

o
@

@

5. Point to the photo that you want to download, and then select the check box in the top right

corner of the photo.

Acronis Nexus 5 = Photos

2016
DECEMBER

20 TUESDAY

05:31 PM
image (2).jpg eireuer.jpg 2.jpeg image.jpg
04:29 PM

I

18 SUNDAY, 05:17 AM

16 FRIDAY

15 THURSDAY
1.jpeg IMG_0266./PG IMG_0258,JPG 1970-01-01-03-00-... IMG_0274.JPG tasman.jpeg

D:l Show content

. Download

@

6. Click Download, select the file location, and then click Save.



5.5 Microsoft Hyper-V: VM backup and recovery

In this scenario, you will install Agent for Hyper-V, back up a Hyper-V virtual machine, and recover it
to a new virtual machine.

[On-premise deployment] To install Agent for Hyper-V

1. Click All devices > Add > Hyper-V.

2. Specify the host name or IP address of the Hyper-V host and the credentials of an account with
administrative privileges on the machine.

X Add Hyper-V host

IP address or name of a Hyper-V host:

hyperv.corp.acronis.com Browse

rutadmin

SR80 00

3. Click Add.

The agent will be silently deployed to the selected machine. The virtual machines will appear
under Devices on the Hyper-V tab.

All virtual machines m ® @

Acronis Backup

2 1

If you have problems with the installation, refer to the preparatory steps described at: http://dl.managed-
protection.com/u/backup/help/12/user/en-US/index.htmI#36533.html.

[Cloud deployment] To install Agent for Hyper-V

1. Click All devices > Add > Hyper-V. This will download the Agent for Hyper-V setup program.
2. On the Hyper-V host, log on as an administrator and start the setup program.

3. Click Install.


http://dl.managed-protection.com/u/backup/help/12/user/en-US/index.html#36533.html
http://dl.managed-protection.com/u/backup/help/12/user/en-US/index.html#36533.html

4. Specify the credentials of your Acronis account, and then click Sign in.

Sign in to the backup service

The machine will be registered in the backup service
under this account.

myaccount@acronis.com

***‘k*****|

Show proxy settings

SIGN IN CANCEL

5. After the installation completes, click Close.
The virtual machines will appear under Devices on the Hyper-V tab.
To back up a Hyper-V virtual machine
1. Select the virtual machine that you want to back up.
2. Click Backup.
The software displays a new backup plan template.

New backup plan ¢ i
WHAT TO BACK UP Entire machine w
WHERE TO BACK UP Specify
SCHEDULE Monday to Friday at 11:00 PM
HOW LONG TO KEEP Monthly: 6 months

Weekly: 4 weeks

Daily: 7 days
ENCRYPTION (@] off ®

APPLY CANCEL
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3. Click Where to backup > Network folder, and then browse to the shared folder you created

earlier or enter its path. If prompted, specify the user name and password for the shared folder.
Click Done.

Cloud storage
Local folders

[] Network folder

4. Click Apply.
5. Click Run now.
The backup starts immediately. The backup progress is shown on the Activities tab.
6. Wait until the backup is complete.
To recover a virtual machine
1. Select the virtual machine that you backed up, and then click Recovery.
2. Select arecovery point, and then click Recover > Entire machine.

C:\Backup\ More ways to recover...
1 backup  Delete all ')
Yesterday, 11:49 AM @

: HV vm Local

L5 Hyper-V virtual machine

RECOVER... RUN AS VM

Entire machine

Files/folders

3. The software automatically selects the original machine as the target machine. Click Target
machine, and then do the following:

a. Click New machine.
b. Select the Hyper-V host.



¢. In Machine name, specify the new machine name.

d. Click OK.

X Select target machine

Microsoft HyperV «

® New machine

Existing machine
E WIN-SDV7F43GF

Machine name:

My recovered Hyper-V VM

CAMCEL

4. Click Start recovery.

RECOVER TO
Virtual machine

TARGET MACHINE

PATH

VM SETTINGS
Memory: 1.00 GB

Virtual processors: 1
MNetwork adapters: 1

My recovered Hyper-V VM on WIN-5DV7F43GF

CA\ProgramData\Microsoft\Windows\Hyper-V

START RECOVERY @ RECOVERY OPTIONS

MNew

The recovery progress is shown on the Activities tab.

The recovered machine is powered off by default, because the original machine may still be online
and so there is a chance that the original machine’s clone will appear on the network. To be on the

31

Copyright © Acronis International GmbH, 2002-2017



safe side, power on the recovered virtual machine manually, after you take the necessary
precautions.



5.6 Microsoft Hyper-V: Acronis Instant Restore

In this scenario, you will run a Hyper-V virtual machine from the backup created in the previous

scenario.

To run a virtual machine from a backup

1. Select a backed-up machine, click Recovery, and then select a recovery point.

2. Click Run as VM.

Backup location: C:\Backup\

1 backup  Delete all

® Yesterday, 11:49 AM

Backup plan: HV vm Local
Contents: Hyper-V virtual machine

RUN ASVM

RECOVER...

More ways t0 recover...
2

@

The software automatically selects the host and other required parameters.

3. Click Run now.

TARGET MACHINE

VM SETTINGS

Memory: 1.00 GB
Network adapters: 1

POWER STATE
on v

HV12_Win2003 R2_temp on WIN-5DV7F43GF

C:\ProgramData\Microsoft\Windows\Hyper-V

HYPEEM

As a result, the machine appears in the All devices list, with the following icon:
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4. In Hyper-V Manager, right-click the machine running from a backup, and then click Connect.

Virtual Machines
Name - State CPUUsage  Assigned Memory  Uptime Status
3 HV12_CentDST o
5 HV1Z_CenlD 567464 ul’3
5 HV1Z RHELG.7x64 o
3 Hv12_RHEL?.2 o
S HV12_Ubuniu1 554 i
é HV12_Win2003 R2 Running 0% 1024 ME 02 43:45
B — .
5 W12 win2008 A2
5 Hv12_win2012R2 Settings..
3 Hv12_Win201 2R 2Gen2 Turn OFf...
Shut Doaim,.,
Save
Pause
Reset
Checkpoint
Move...
Checkpoints o ©)
Export...
Rename... =cted virlual maching has no checkpoints,

Enable Beplication...

Help

5. Verify that the machine running from a backup functions properly.

To delete a virtual machine that is running from a backup
We do not recommend deleting a temporary virtual machine directly in vSphere/Hyper-V.

1. Select a machine that is running from a backup.
2. Click Delete.

All machines m 5 @ @®

Q HV12_Win2003 R2_temp 6.6. Overview

Type ¢+ Name () Activities

@ Alerts

® Delete

3. Confirm your decision.

The machine is removed from the backup console. It is also removed from the Hyper-V inventory and
storage. All changes that occurred to the data while the machine was running are lost.

To learn more about Instant Restore, refer to: http://dl.managed-protection.com/u/backup/help/12/user/en-
US/index.htmI#35684.html.



http://dl.managed-protection.com/u/backup/help/12/user/en-US/index.html#35684.html
http://dl.managed-protection.com/u/backup/help/12/user/en-US/index.html#35684.html

5.7 Microsoft Azure: VM backup and recovery

In this scenario, you will install Agent for Windows on an Azure virtual machine, back up this machine
to Acronis Cloud Storage, and recover it to a new virtual machine.

Network requirements for the on-premise deployment

The agent installed on the Azure virtual machine must be able to communicate with the
management server over the network.

= |f both the agent and the management server are installed in the Azure cloud, the machines are
already located in the same network. No additional actions are required.

= |f the management server is located outside the Azure cloud, the Azure virtual machine will not
have network access to the local network where the management server is installed. To enable
the agent installed on the virtual machine to communicate with the management server, a
virtual private network (VPN) connection between the local network and the Azure cloud must
be created. For instructions about how to create the VPN connection, refer to the following
article: https://azure.microsoft.com/en-us/documentation/articles/vpn-gateway-site-to-site-
create

[On-premise deployment] To install Agent for Windows
1. Ensure that either of the above network requirements is met.
2. Click All devices > Add > Windows.

X Add devices

WORKSTATIONS

ml Z
] [ ¢

Wwindows Mac

SERVERS

a5 a

Wwindows Linux

VIRTUALIZATION HOSTS

= o=

VMware ESXi Hyper-V

Microsoft SQL Microsoft Microsoft Active
Server Exchange Server Directory
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https://azure.microsoft.com/en-us/documentation/articles/vpn-gateway-site-to-site-create
https://azure.microsoft.com/en-us/documentation/articles/vpn-gateway-site-to-site-create

3. Specify the name or IP address of the Azure virtual machine, and the credentials of an account
with the administrative privileges on this machine.

X Add Windows machine

Specify a machine running Windows:

WwWinsry Browse

JohnSmith

Previous versions of Acronis Backup installed on this machine
will be upgraded.

4. Click Add.
The agent will be silently installed on the selected machine. The machine will appear under
Devices on the All devices tab.

Acronis Backup [RNEEYEES Bl = o @
Bl pevices Q
All devices Type  Name Status Last backup Next backup B
Winsrv

BACKUPS
Winsrv2012R2
ACTIVITIES

ALERTS

SETTINGS

POWERED BY
ACRONIS ANYDATA ENGINE

@ ABOUT

If you have problems with the installation, refer to the preparatory steps described at: http.//dl.managed-
protection.com/u/backup/help/12/user/en-US/index.htmI#36533.html.

[Cloud deployment] To install Agent for Windows
1. Click All devices > Add > Windows.


http://dl.managed-protection.com/u/backup/help/12/user/en-US/index.html#36533.html
http://dl.managed-protection.com/u/backup/help/12/user/en-US/index.html#36533.html

2. Click Download.

X Add Windows machine

Specify a machine running Windows:

ame Browse

Previous versions of Acronis Backup installed on this machine
will be upgraded.

ADD

How to prepare a machine for remote installation

Instead of adding the machine via the web interface, you can
download and run the installer locally.

DOWNLOAD

3. Onthe Azure virtual machine, log on as an administrator and start the setup program.
4. Click Install.
5. Specify the credentials of your Acronis account, and then click Sign in.

Welcome to

Backup Agent

for Windows Sign in to the backup service
Setup

The machine will be registered in the backup service
under this account.

john.smith@mail.com

wmrwa-wmrwwl

Jwant to back up

Show proxy settings

CANCEL

Customize installation settings

6. After the installation completes, click Close.
The machine appears under Devices on the All devices tab.



To back up an Azure virtual machine running Windows
1. Select the virtual machine that you want to back up.
2. Click Backup.

The software displays a new backup plan template.

New backup plan £ 8
WHAT TO BACK UP Entire machine v
APPLICATION BACKUP Disabled
WHERE TO BACK UP Specify
SCHEDULE Monday to Friday at 11:00 PM
HOW LOMG TO KEEP Monthly: & months
Weekly: 4 weeks
Daily: 7 days
ENCRYPTION @) off ®

3. Click Where to back up > Cloud storage.
4. Specify the credentials of your Acronis account, and then click Done.

¢® Cloud storage

Enter email and password for your Acronis account

john.smith@mail.com

aeeeseeeRee
Forgot password? Create account

Local folders

Network folder

5. Click Apply.
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6. Click Run now.

The backup starts immediately. The backup progress is shown on the Activities tab.

7. Wait until the backup is complete.

To recover an Azure virtual machine running Windows

1. In Microsoft Azure:

a. Create a new Windows virtual machine from the same template as the original machine. If

the original machine has more disks than the template has, add disks to ensure that the new
machine has the same disk configuration as the original one.

b. Stop the original machine, if it is online.

2. Install Agent for Windows on the new machine as described above. The new machine appears

under Devices on the All devices tab.

Acronis Backup [RAEENEES

Name & Status Last backup

Winsrv2012R2

winsrv Sep 15

=
=

Next backup

Sep 15

®

Bl pevices Q
All devices Type
BACKUPS
ACTIVITIES

Newwinsrv

ALERTS

SETTINGS

POWERED BY
ACRONIS ANYDATA ENGINE

@ asour

®

3. Select the original machine, and then click Recovery.

4. Click Select machine.

X WinSrv

offline.

o Recovery points cannot be displayed because the agent is

Recover a backup of '"Winsny' to another machine.

SELECT MACHINE




5. Select the new machine, and then click OK.

X Select machine

Q search by name

- NewWinsry
-

- Winsrv2012R2
--

A machine can only be recovered to the same account. Choose from
ne onlineg macnines registered under account

CANCEL

Select a recovery point, and then click Recover > Entire machine.

Storage: Cloud Storage
1 backup  Delete all

® Today, 06:02 AM

Contents: Disk

Backup plan: Entire machine to Cloud

RUN

A5 VM

Entire machine

Files/folders

More ways to recover...

3

®
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7. Specify the credentials of your Acronis account, and then click OK.

41

Specify credentials

john.smith@mail.com

CAMCEL

Click Start recovery.

X Recover machine

Physical machine «

TADFCT BAA r
ARGET MACHINE

NewWinsrv

DISK MAPPING
Disk 1 — Disk 1
Disk 2 — Disk 2

START RECOVERY @ RECOVERY OPTIONS

The recovery progress is shown on the Activities tab.

Copyright © Acronis International GmbH, 2002-2017



9. After the recovery is complete, the backup console shows the original machine as online and the
new machine as offline. Delete the new machine by selecting it and clicking Delete.

Acronis Backup [RAEEIEE El = o ®

] Devices Q & Backup
All devices Type Name & Status Last backup giéig N
<I> Recovery
WinSrv2012R2
BACKUPS £ oveniew
Winsrv Sep 15
ACTIVITIES N (© activities
ALERTS @ Aerts
SETTINGS ® Delete

POWERED BY
ACRONIS ANYDATA ENGINE

() asour

10. Now, in Microsoft Azure, you have two identical machines with different names and IP
addresses. The original machine is stopped (deallocated). You can delete it from Microsoft Azure.

v Virtual machines

All resources

LOCATION SUBSCRIPTION

Resource groups STATUS RESOURCE GROUP

App Services g NewWinSrv Running res_group Central US Free Trial
SQL databases I g8 WinSrv Stopped (deallocated) res_group I Centra Bin to dashboard *
DocumentDEB (NoSQL) 8 WinSrv2012R2 Running res_group Centra

Start

Virtual machines

Load balancers

Delete

Storage accounts

Virtual networks




5.8 Microsoft Exchange: backup and granular email
message recovery

In this scenario, you will install Agent for Windows and Agent for Exchange, back up the entire
machine with application-aware backup, and recover an email message from this backup.
[On-premise deployment] To install Agent for Windows and Agent for Exchange

1. Ensure that the prerequisites for application-aware backups are met. Refer to:
http://dl.managed-protection.com/u/backup/help/12/user/en-US/index.htm|#36264.html.

2. Click All devices > Add > Microsoft Exchange Server.

3. Specify the host name or IP address of the machine where Microsoft Exchange Server is installed
and the credentials of an account with administrative privileges on that machine.

X Add Microsoft Exchange Server

Specify a machine running Microsoft Exchange Server:

exch.corp.acronis.com Browse

rutadmin

4. Click Add.

The agents will be silently deployed to the selected machine. The machine will appear under
Devices on the Microsoft Exchange tab.

If you have problems with the installation, refer to the preparatory steps described at: http://dl.managed-
protection.com/u/backup/help/12/user/en-US/index.htmI#36533.html.

[Cloud deployment] To install Agent for Windows and Agent for Exchange
1. Click All devices > Add > Microsoft Exchange Server.
2. Download the setup program.

3. On the machine running Microsoft Exchange Server, log on as an administrator and start the
setup program.

4. Click Install.


http://dl.managed-protection.com/u/backup/help/12/user/en-US/index.html#36264.html
http://dl.managed-protection.com/u/backup/help/12/user/en-US/index.html#36533.html
http://dl.managed-protection.com/u/backup/help/12/user/en-US/index.html#36533.html

5. Specify the credentials of your Acronis account, and then click Sign in.

Sign in to the backup service

The machine will be registered in the backup service
under this account,

rmyaccount@acronis.com

x**x**x**x{

Vicrosoft Exchange
Show proxy settings kup

CANCEL .

Customize installation seftings

6. After the installation completes, click Close.
The machine will appear under Devices on the Microsoft Exchange tab.
To back up the machine
1. Click All devices, and then select the machine where Microsoft Exchange Server is installed.
2. Click Backup.

The software displays a new backup plan template.

New backup plan £ &
Entire machine w

Disabled

Monday to Friday at 11:00 PM

Monthly: & months
Weekly: 4 weeks
Daily: 7 days

[®] off O]




3. Click Application backup, and then click Yes under Microsoft Exchange Server.

X Application backup

S Microsoft SQL Server

Allow recovery of SQL Server databases without recovering the
entire disk.

Yes

@& Microsoft Exchange Server

Allow recovery of Exchange databases without recovering the
entire disk.

Yes

=a Microsoft Active Directory

Prevent the possibility of a USN rollback after a recovery of a
domain controller.

Yes

. -

4. If prompted, specify the credentials of a domain account with administrative privileges on the
machine where Microsoft Exchange Server is installed.
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5. Click Where to backup > Network folder, and then browse to the shared folder you created
earlier or enter its path. If prompted, specify the user name and password for the shared folder.
Click Done.

Cloud storage
Local folders

[] Network folder

6. Click Apply.
7. Click Run now.

The backup starts immediately. The backup progress is shown on the Activities tab.
8. Wait until the backup is complete.

To learn more about application-aware backup, refer to: http://dl.managed-
protection.com/u/backup/help/12/user/en-US/index.htmI#35509.html.

To recover an email message from the backup

1. Select the machine that you backed up, and then click Recovery.


http://dl.managed-protection.com/u/backup/help/12/user/en-US/index.html#35509.html
http://dl.managed-protection.com/u/backup/help/12/user/en-US/index.html#35509.html

Select the recovery point, and then click Recover > Exchange mailboxes.

More ways to recover...
Exb2\

® ‘\share\folder

2 backups  Delete all 'z
Yesterday, 05:46 PM @
Entire machine to \\share\folder
Disk

RECOVER... | RUN AS VM |

Entire machine

Files/folders

Exchange databases

Exchange mailboxes

Click the mailbox that originally contained the email message that you want to recover.

exw.wing8.dcon.local @ @

Q

Type Name « Email Size

Q Administrator admin@wing.dcon.local

Select the email message that you want to recover. You can search by subject, sender, recipient,
and date. Wildcards are not supported.

[Optional] Click Show content to view the email message contents, including attachments. You
can click the name of an attached file to download it.

Click Recover.

Folders = M Hide folders Q EJ show content

I 'nbox Arrange by date v -
O Recover

—_— John P. Smith

[ | Drafts

1

[ Outbox Mary Ann Johnson %

e

 sentltems

1

] Deleted ltems

[Optional] Click Target machine with Microsoft Exchange Server to change the target machine.



This step allows recovery to another machine running Microsoft Exchange Server, even if Agent
for Exchange is not installed there.

8. In Target mailbox, view, change, or specify the target mailbox.

By default, the original mailbox is selected. If this mailbox does not exist or a non-original target
machine is selected, you must specify the target mailbox.

9. Click Start recovery.
10. Confirm your decision.

The recovery progress is shown on the Activities tab. The recovered message can be found in the
Recovered items folder of the target mailbox.

To learn more about granular recovery of Exchange data items, refer to: http://dl.managed-
protection.com/u/backup/help/12/user/en-US/index.html#36541.html.



http://dl.managed-protection.com/u/backup/help/12/user/en-US/index.html#36541.html
http://dl.managed-protection.com/u/backup/help/12/user/en-US/index.html#36541.html

5.9 Microsoft Office 365: mailbox backup and granular
email message recovery

In this scenario, you will install Agent for Office 365, back up Office 365 mailboxes, and recover an
email message from this backup. To perform this scenario, you will need the credentials of a global
administrator of Microsoft Office 365.

[On-premise deployment] To install Agent for Office 365
1. Click All devices > Add > Microsoft Office 365.

X Add devices

WINUOWS LINux

VIRTUALIZATION HOSTS

=1 =

VMware ESXi Hyper-V

Choose this if you are running Microsoft database
applications on virtual machines. Application-aware
backup of virtual machines is included.

APPLICATIONS

©

Microsoft SQL Server
E Microsoft Exchange Server
1 | Microsoft Active Directo
u i

Microsoft Office 365

2. Specify the host name or IP address of a machine running Windows and the credentials of an
account with administrative privileges on that machine. You can use the machine where Agent
for Windows is already installed.

»  Add Microsoft Office 365

Specify a machine where Agent for Office 365 will be installed:

mymachine Browse

admin

---------

3. Click Add.
The agent will be silently deployed to the machine.
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[Cloud deployment] To install Agent for Office 365
1. Click All devices > Add > Microsoft Office 365. This will download the Agent for Office 365 setup
program.

X Add devices

B = V

VMware ESXi Hyper-V Virtuozzo

rtual ma

APPLICATIONS

©

Microsoft SQL Server

Microsoft Exchange Server

-. Microsoft Active Directo
.y el

Microsoft Office 365

(i)

OFFLINE INSTALLER FOR WINDOWS

Download all agents for installation in Windows: x32 / x64

2. On a machine running Windows, log on as an administrator and start the setup program. You can
use the machine where Agent for Windows is already installed.
3. Click Install.

If no backup agent is installed on the machine, you will be asked to sign in to the backup service.
Specify the credentials of your Acronis account, and then click Sign in.

Welcome to

Backup Agent
for Office 361 Sign in to the backup service

The machine will be regiztered in the backup service
under this account.

John.smith@mail.com

|-xa-a-a—a—a—a—a—a—a—a—

indows and that is

Show proxy settings it

CAMNCEL

Customize installation settings

5. After the installation completes, click Close.

To back up mailboxes
1. Inthe backup console, click Devices > Microsoft Office 365.



2. Signin as a global administrator to Microsoft Office 365.

Acronis Backup

Q DEVICES

All devices

Microsoft Office 365

Office 365

Sign in as a global administrator to Microsoft Office 365

john.smith@mail.com

3. Select the mailboxes that you want to back up, and then click Backup.

Acronis Backup [EeHiSEER

Bl Dpevices Q

All devices Type

Microsoft Office 365 | Q
7| -

BACKUPS
(%]

ACTIVITIES

ALERTS

SETTINGS

POWERED BY
ACRONIS ANYDATA ENGINE

Administrator Administrator

Mary-Ann Johnson

Email Status

administrator@company.onmicr...

John P. Smith jpsmith@company.onmicrosoft.c...

majohnson@company.onmicros...

@ ABOUT Trial will expire in 30 days. Buy now or add license keys

B ©

QL) Backup

@

The software displays a new backup plan template.

New backup plan ¢ 88

Monday to Friday at 11:00 PM

Keep backups indefinitely

@] off @®




4. Click Where to backup > Network folder, and then browse to the shared folder you created
earlier or enter its path. If prompted, specify the user name and password for the shared folder.
Click Done.

Cloud storage
Local folders

[d Network folder

\shoreviden

5. Click Apply.
6. Click Run now.

The backup starts immediately. The backup progress is shown on the Activities tab.

7. Wait until the backup is complete.

To learn more about protecting Office 365 mailboxes, refer to: http://dl.managed-
protection.com/u/backup/help/12/user/en-US/index.html#37939.html.

To recover an email message from the backup
1. Select the mailbox from which you want to recover an email message, and then click Recovery.

Acronis Backup [ReIEEEEH E ® @
O] oevices Q & Bacup
All devices Type Name Email Status
o i : & {r) Recovery
Microsoft Office 365 v full  Administrator Administrator administrator@company.onmicr...
66 Overview
s JohnP.Smith jpsmith@company.onmicrosoft.c...
BACKUPS
D Mary-Ann Johnson majohnson@company.onmicros... @ Activities
ACTIVITIES
@ Alerts

ALERTS

SETTINGS

POWERED BY
ACRONIS ANYDATA ENGINE

@ ABOUT Trial will expire in 30 days. Buy now or add license keys X



http://dl.managed-protection.com/u/backup/help/12/user/en-US/index.html#37939.html
http://dl.managed-protection.com/u/backup/help/12/user/en-US/index.html#37939.html

2. Select the recovery point, and then click Recover > Email messages.

> Administrator Administrator

Wsharevfolder

1 backup  Delete all

O

Today, 08:28 PM

128 KB
Microsoft Office 365 mailbox

Email messages

Mailbox

3. Select the email message that you want to recover. You can search by subject, sender, recipient,
and date. Wildcards are not supported.

4. [Optional] Click Show content to view the email message contents, including attachments. You
can click the name of an attached file to download it.

5. Click Recover.

Folders [ Hide folders Q E Show content

<
nn

[ ] Inbox Mary-Ann Johnson
. (0] B send as email

[ ] Drafts
John P. Smith m
Recover

[ ] Outbox

6. In Target mailbox, view, change, or specify the target mailbox.

By default, the original mailbox is selected. If this mailbox does not exist, you must specify the
target mailbox.

Click Start recovery.
Confirm your decision.

The recovery progress is shown on the Activities tab. The recovered message can be found in the
Recovered items folder of the target mailbox.

To learn more about granular recovery of Office 365 data items, refer to: http.//dl.managed-
protection.com/u/backup/help/12/user/en-US/index.htmI#37387.html.



http://dl.managed-protection.com/u/backup/help/12/user/en-US/index.html#37387.html
http://dl.managed-protection.com/u/backup/help/12/user/en-US/index.html#37387.html

5.10 VMware vSphere: VM replication and failover

This scenario is available only in an on-premise deployment.

In this scenario, you will install Agent for VMware (Virtual Appliance), replicate a virtual machine, and
then perform failover to a replica. After verifying that the replica is functioning properly, you will
perform permanent failover.

To install Agent for VMware

1. Click All devices > Add > VMware ESXi.

2. Select Deploy as a virtual appliance to each host of a vCenter.

3. Specify the address and credentials for the vCenter Server or standalone ESXi host.

4. Click Deploy.

X Add VMware ESXi virtual machines

Choose an Agent for VMware installation method:

® Deploy as a virtual appliance to each host of a vCenter
Remotely install on @ machine running Windows

Register an already installed agent

Specify a vCenter or a stand-alone ESXi:

ru-tw-vcenter Browse I

ru\vcenter_admin

Deploy [ Settings
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The agent will be silently deployed as a virtual appliance to each host of the selected vCenter.
The virtual machines will appear under Devices on the VMware tab.

Acronis Backup [RENEE < Allvirtual machines El o @
—
E DEVICES I A virtual machines Q
Hosts and clusters o,
All machines ype Name Status 23
Micros g ex2013-dc
VMs and templates
VMware ex2013-srv
Virtual machines Exchange 2010
Exchange DC

[ Backues

Ubuntu 14.04 x64

& ACTIVITIES
= win 2003

(© Aerts

Win 2003_3 (Tapes)

Wwin 2008
POWERED BY
ACRONIS ANYDATA ENGINE Win 2012 x64_2 (5QL2014)

@ asour

Centos 6.3 x64

To create a virtual machine replica
1. Select a virtual machine to replicate.
2. Click Replication.

= | Allvirtual machines == o @
Q QJ‘// Backup
Type Name Status + Last backup 1] {]} Recovery
% L] Ubuntu 14.04 x64 @
Replication
Win 2003
3. The software displays a new replication plan template. Click Target machine, and then do the
following:

a. Click New replica.
b. Select the ESXi host.

c. In Replica name, specify the new machine name. The default name of a new replica is
[Original Machine Name]_replica.



d. Click OK.
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X Select target machine

® New replica

Existing replica of machine Ubuntu 14.04 x64

Export replica for seeding

Select the host for the new replica

@ ru-tw-vcenter

Replica name;

Ubuntu 14.04 x64_replica

o
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4. Click Datastore, select the datastore for the virtual machine, and then click OK.

X Select datastore

AR datastore3
|

687 GB free 0f 931 GB

datastore1
I

282 GB free of 694 GB

datastore2
|

228 GB free of 466 GB

C - .

5. Click Apply.
Replicate to 10.250.151.182 # L
TARGET MACHINE Ubuntu 14.04 x64_replica on
10.250.151.182| New
DATASTORE datastore1
SCHEDULE None

APPLY

6. Click Run now.

The replication progress is shown on the Activities tab.

As a result, the virtual machine replica appears in the All devices list, with the following

icon: ﬁ
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To fail over to a replica

Failover is a transition of the workload from the original virtual machine to its replica.

1. Under All devices, select the replica.
2. Click Replica actions.

All devices m BE @@ @
Q replica b4 A Test replica
W SERE @ [:ﬁ‘ Replica actions
[0 Ubuntu 14.04 x64 O o
ij Backup
v Ubuntu 14.04 x64_replica ® Not protected
4} Recovery
Era Overview

3. Click Failover.

X Ubuntu 14.04 x64_replica

Power on the replica for testing a failover or in case of a real failover.
Replication will be suspended.

Power off the replica and resume replication.

Stop failover

Make the replica a regular virtual machine. Replication cannot be
resumed.

Permanent failover

Recover the replica to a virtual machine. When the recovery is
complete, replication will resume.

Failback from replica

4. Click Start.
The replica will be connected to the same network as the original machine.
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The original machine will be stopped.

Power on the replica for testing a failover or in case of a real failover.
Replication will be suspended.

Network connection:
Do not connect
® Connect at power on

+ Stop original virtual machine

_—

5. InvSphere Client, right-click the replica, and then click Open Console.

E EF ru-w-veenter.cor.aaonk.com Ubuntu 14.04 x64_replica
= [E W
= [, 10.250.151.182 L L PR Recource Allocation. ' Performance ' Tasks &Events ' 2
7@ Linux
7 @ Wirdows General
B AoonisCsXapaliance-2 Guest 05: Ubuntu Linu {54-01t)
153 | Ubuni 1408 %6 ———— vmy-10
@ @ w0217 Powres YU
o & Unux Guest » | 1024MB
© & Windows Saapshot b | 47,48ME
ACrONISES KADD i 3
& Ap [i_-' © Not running (Not installed)
7 Edit Settings...
E’Q Migrate...
&a Clone... N/A
Template ¥ | Powered On
Fault Tolerance » | 10.250.151.182
VM Storage Profile r i@ N &
Add Parmission... CerlsP
Alarm ]
Report Performance...
Rename
Open in News Window... Ctri+Alt+N
Remove from Inventory
Delete from Disk
&® done to New Wrtual Machine

6. Ensure that the replica functions properly.

If you want to permanently use the replica instead of the original virtual machine, perform a
permanent failover. This is an instant operation that removes the ‘replica’ flag from the virtual
machine. The replica becomes a regular virtual machine on the host where it is running.

To perform permanent failover
1. Select a replica that is in the failover state.
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2.

60

Click Replica actions.

All devices B2l = o @
Q replica G @ Replica actions
Type * Name Status
s @ QL, Backup
ﬂ Ubuntu 14.04 x64_replica 0 Failover in progress
2 {I} Recovery
Ubuntu 14.04 x64 Q Not protected
66 Overview
@ Activities

Click Permanent failover.

X Ubuntu 14.04 x64_replica

e Failover in progress

Replication will be suspended.

Failover ‘

Power off the replica and resume replication.

Stop failover

resumed.

Permanent failover

complete, replication will resume.

Failback from replica ‘

Power on the replica for testing a failover or in case of a real failover.

Make the replica a regular virtual machine. Replication cannot be

Recover the replica to a virtual machine. When the recovery is
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4. Confirm your decision.

Permanent failover

Do you really want to make the replica a regular virtual
machine? Further replication to it will not be possible.

5. Specify the name of the virtual machine, and then click Start.

> Permanent failover

Make the replica a regular virtual machine. Replication cannot be
resumed.

Rename virtual machine:

Ubuntu 14.04 x64

~ Stop original virtual machine

The machine icon is changed to that of a regular virtual machine. The “_replica” suffix is removed
from the machine name.

To learn more about VM replication, refer to: http://dl.managed-protection.com/u/backup/help/12/user/en-
US/index.html#26605.html.

6 Disclaimer

This document is provided without a warranty of any kind, either express or implied, including but
not limited to, the implied warranties of merchantability, fitness for a particular purpose, or non-
infringement. Technical changes and differences from the illustrations are reserved; errors are
excepted.

Acronis and Acronis logo are trademarks of Acronis International GmbH in the United States and/or
other countries. All other trademarks or registered trademarks are the property of their respective
owners.
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